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• IRSN/PDS-DEND/SESN

• Caroline Jacquelin

• caroline.jacquelin@irsn.fr

• +33 1 58 35 72 61

General information

SU-INFRA01-2018-2019-2020: Combined physical and cyber threats

SU-INFRA02-2019: Security for smart and safe cities, including for public spaces

http://www.horizon2020.gouv.fr/agrandissement_media.php?media=329909
http://www.horizon2020.gouv.fr/agrandissement_media.php?media=329909
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IRSN/PDS-DEND/SESN competencies

 Protection of nuclear facilities and transport of 

radioactive and fissile materials against malicious 
acts

• Physical protection system (PPS) evaluation

• PP Vulnerability assessment
• Intrusion Detection

• Access control

• Contraband detection  (Radioactive material, 
explosive, metal detection)

• Cyber security evaluation

• Threat tools performance tests
• Explosive

• Unmanned Aerial Vehicle  (drone)…

Competencies
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IRSN experience in the international and European 
projects

 The skills IRSN/PDS-DEND/SESN can bring

 Technical expertise in security

 Experience of the implementation of security measures, 
in the high level of requirements of nuclear field

 Development and evaluation of methods of 
performance testing

Competencies


